The following phishing or spam e-mail was received by members of the Bergen Community College on or around February 20, 2013. DO NOT click on any links and DO NOT respond to this email or any e-mail you suspect is a phishing attempt. As a reminder, Bergen Community College will never ask for personally identifiable information.

From: donald.linden [donald.linden@hccs.edu]
Sent: Wednesday, February 20, 2013 5:16 AM
Subject: This Message is From Help desk.

This Message is From Help desk. Due to our latest IP Security upgrades for 2013, we have reason to believe that your web-mail account was accessed by a third party. Protecting the security of your web-mail account is our primary concern; we have limited access to sensitive web-mail account features. For continue usage of your mailbox within 48 hours. click here
<Google Doc Spam/Phishing URL intentionally removed by ITS>

Thank you for your cooperation.
Web-master Center 2013
Web-mail Administrator
Dear Web Account User,
We are updating our database and e-mail accounts this new year. To this effect, deleting all unused E-mail account and create more space for new accounts. To ensure that you do not experience service disruption during this period, you need to provide the following details as stated in the link below;
To re-validated your account, click the link : on your web browser

Warning!!! Account owner that refuses to update his or her account after two days of receiving this warning may lose his or her account permanently.
Thank you for using our mail system System Administrator.
Webmail Account Service
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